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1	Overall description
SA3 is studying the security aspect of PIN feature, and thanks SA6 to ask following questions related to security of the PIN feature. SA3 has discussed and would like to reply as following:
Q5 To SA3: Does SA3 consider the procedure for PIN server interactions with 5GS to receive the security credentials (e.g., keys) for PINE? If considered, what is the procedure? 
Answer: SA3 does not consider the case that 5GS exposes security information, including keys, to a PIN server for PINE.
Q6 To SA3: Does SA3 consider the procedure for providing information, (e.g., PINE identifier and access control credentials) to PINE in order to authenticate/authorize the PINE by PEMC? 
Answer: SA3 is studying the key issue of PINE authentication and authorization, which is based on credential in PINE. Provisioning credential to PINE is part of the key issue, which may be from PEMC (hence the authentication is between the PINE and the PEMC) or PVS (hence the authentication is between the PINE and the AAA).

2	Actions
To SA6:
ACTION: 	SA3 kindly asks SA6 to take into consider above answers.
3	Dates of next TSG SA WG3 meetings
SA3#109-bis	16nd January – 20st January 2023	TBD
SA3#110	20th February – 24th February 2023	TBD
